
Awareness. 
Certification. 
Protection.
Non-technical computer users are the weakest link in your cybersecurity 
chain. Make sure your staff know how to respond to the threats.

CYBERAWARE is a SaaS based educational platform that helps non-technical end users identify and avoid 
the most common cybersecurity threats which are costing companies billions of dollars every year.

Cybersecurity Academy

EDUCATION
General awareness guidelines

and insight into common
risks and hazards, all

delivered in a fun and
entertaining framework.

REPORTING
Identify the weaknesses

among your staff,
so that you can eliminate

the knowledge gaps.

REINFORCEMENT
Simulated and controlled
attacks train the user to
recognise the dangers
and practise the correct
response. 

CAPTURING
USER ACTIVITY
Users’ response to lessons,
quizzes, and simulated
attacks is documented
and analysed.

DID YOU KNOW…

• 20% of small to medium sized businesses have
been the target of cyber crimes.
• In 2016, the cost of damages arising purely from
ransomware attacks, which lock company files,
has been estimated at $1 billion.
• By 2019, projections show that cyber attacks
which includes direct damage and disruption
of business.

Our simulated attacks offer
computer users hands-on training
to ensure that any staff member
is able to protect your company
against the most common attacks.

 ✓ Phishing attacks
 ✓ Smishing attacks
 ✓ Malware attacks
 ✓ Attacks via USB, CD, et



Security Awareness Training
Modules
Each module includes an animated userfriendly 
video, a summary of do’s and
don’ts, and a short quiz to make sure the
user has registered the key points.

Reporting
CYBERAWARE will produce a complete
client report which will highlight the
weaknesses among your staff, so that you
can offer the necessary support – before
users are tested again in CYBERAWARE’s
ongoing cycle.

Customization
Add company-specific content, such as policies 
and procedures, notes, documents, etc.

Auto-enrolment
Users can register themselves, using
vouchers issued in the name of your
company.

Gamification
For maximum engagement, CYBERAWARE
makes learning fun. Every successfully
completed level earns points that allow
the user to advance to the next level and
finally earn the CYBERAWARE Certificate.

CYBERAWARE Product Features
SCORM compliant for LMS integration
Support for the latest industry stan-
dard in content interoperability and 
use our SCORM e-learning modules in 
your LMS.

User certifications based
on compliance requirements
CYBERAWARE supports a variety of
compliance scenarios. Some have a lim-
ited validity and require re-certification.

Single sign-on
Support for LDAP, SAML2 and Active
Directory. Can be integrated with 
Okta and OneLogin identity manage-
ment systems.

Accessibility
Conforms to WCAG-2 accessibility
requirements.

Multilingual
Available in different languages.

Optional add-ons
• Simulated attacks
• Priority level support
• Offline use 
  (accessible via mobile app)
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About Grant Thornton Cybersecurity Academy 
Grant Thornton Cybersecurity Academy is a partnership between Grant Thornton (Cyprus) Cybersecurity 

Ltd and the  ICSI - International Cybersecurity Institute, UK. It provides a full suite of managed services, across 
all aspects of employee security behavior, delivering constant monitoring and protection in relation to clients’ 

susceptibility to phishing; including online and classroom Security Awareness Training (GCHQ and CREST 
Accredited Training) bundled at no additional cost with a White Label Learning Management System (LMS), 
Simulated Phishing Attacks and Phishing Incident Response. All courses combine real-world experience with 

superior content to provide results-oriented training.


